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Licensing agreement for use of the Software "ISOStart"

This is an agreement between you and FEIG ELECTRONIC GmbH (hereafter "FEIG") for use of the Software ISOSTart and all its constituent parts and the provided documentation, hereafter called licensing material. By installing and using the licensing material, you agree to all terms and conditions of this agreement without exception and without limitation. If you are not or not completely in agreement with the terms and conditions, you may not install the licensing material or use it in any way. This licensing material remains the property of FEIG ELECTRONIC GmbH and is protected by international copyright.

§1 Object and scope of the agreement

1. FEIG grants you the right to install the licensing material provided and to use it under the following conditions.

2. You may install all components of the licensing material on a hard disk or other storage medium. The installation and use may also be done on a network fileserver. You may create backup copies of the licensing material. Further, you are allowed to install and use the licensing material in-house unlimited.

3. The licensing material may only be used in conjunction with devices which are developed and/or produced by FEIG.

4. This license material can depend on third-party software. In case of the use of this third-party software, the listed license agreements in chapter Third-party Licensing agreements have to be applied.

§2. Protection of the licensing material

1. The licensing material is the intellectual property of FEIG and its suppliers. It is protected in accordance with copyright, international agreements and relevant national statutes where it is used. The structure, organization, and code of the software are a valuable business secret and confidential information of FEIG and its suppliers.

2. You agree not to change, modify, translate, reverse develop, decompile, disassemble the program library or the documentation or in any way attempt to discover the source code of this software.

3. To the extent that FEIG has applied protection marks, such as copyright marks and other legal restrictions in the licensing material, you agree to keep these unchanged and to use them unchanged in all complete or partial copies which you make.

4. The transmission of licensing material to third parties, as well within a corporate group, in parts or in full is prohibited unless there is an explicit agreement to the contrary between you and FEIG.
§5. Warranty and liability limitations

1. You agree with FEIG that it is not possible to develop EDP programs such that they are error-free for all application conditions. FEIG explicitly makes you aware that the installation of a new program can affect already existing software, including such software that does not run at the same time as the new software. FEIG assumes no liability for direct or indirect damages, for consequential damages or special damages, including lost profits or lost savings. If you want to ensure that no already installed program will be affected, you should not install the present software.

2. FEIG explicitly notes that this software makes it possible for irreversible settings and adaptations to be made on devices which could destroy these devices or render them unusable. FEIG assumes no liability for such actions, regardless of whether they are carried out intentionally or unintentionally.

3. FEIG provides the software „as is“ and without any warranty. FEIG cannot guarantee the performance or the results you obtain from using the software. FEIG assumes no liability or guarantee that the protection rights of third parties are not violated, nor that the software is suitable for a particular purpose.

4. FEIG call explicit attention the licensed material is not designed with components and testing for a level of reliability suitable for use in or in connection with surgical implants or as critical components in any life support systems whose failure to perform can reasonably be expected to cause significant injury to a human.
To avoid damage, injury, or death, the user or application designer must take reasonably prudent steps to protect against system failures.

§4 Concluding provisions

1. This Agreement contains the complete licensing terms and conditions and supercedes any prior agreements and terms. Changes and additions must be made in writing.

2. If any provision this agreement is declared to be void, or if for any reason is declared to be invalid or of no effect, the remaining provisions shall be in no manner affected thereby but shall remain in full force and effect. Both parties agree to replace the invalid provision with one which comes closest to its original intention.

3. This agreement is subject to the laws of the Federal Republic of Germany. Place of jurisdiction is Weilburg.

Please direct any questions pertaining to this agreement to:

FEIG ELECTRONIC GmbH
Lange Strasse 4,
35781 Weilburg-Waldhausen
- Germany -
Fon: +49 6471 / 3109-0
Fax: +49 6471 / 3109-99
e-mail: info@feig.de
http://www.feig.de
Third-party Licensing agreements

Licensing agreement of openSSL organization

The following license issues are to be applied in the case that encrypted data transmission is used.

LICENSE ISSUES
===============

The OpenSSL toolkit stays under a dual license, i.e. both the conditions of the OpenSSL License and the original SSLeay license apply to the toolkit. See below for the actual license texts. Actually both licenses are BSD-style Open Source licenses. In case of any license issues related to OpenSSL please contact openssl-core@openssl.org.

OpenSSL License
---------------

Copyright (c) 1998-2008 The OpenSSL Project. All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the following disclaimer.
2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following disclaimer in the documentation and/or other materials provided with the distribution.
3. All advertising materials mentioning features or use of this software must display the following acknowledgment: "This product includes software developed by the OpenSSL Project for use in the OpenSSL Toolkit. (http://www.openssl.org/)"
4. The names "OpenSSL Toolkit" and "OpenSSL Project" must not be used to endorse or promote products derived from this software without prior written permission. For written permission, please contact openssl-core@openssl.org.
5. Products derived from this software may not be called "OpenSSL" nor may "OpenSSL" appear in their names without prior written permission of the OpenSSL Project.
6. Redistributions of any form whatsoever must retain the following acknowledgment: "This product includes software developed by the OpenSSL Project for use in the OpenSSL Toolkit (http://www.openssl.org/)"

THIS SOFTWARE IS PROVIDED BY THE OpenSSL PROJECT ``AS IS'' AND ANY EXPRESSED OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE OpenSSL PROJECT OR ITS CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

This product includes cryptographic software written by Eric Young (eay@cryptsoft.com). This product includes software written by Tim Hudson (tjh@cryptsoft.com).

Original SSLeay License
-----------------------

Copyright (C) 1995-1998 Eric Young (eay@cryptsoft.com) All rights reserved.

This package is an SSL implementation written by Eric Young (eay@cryptsoft.com). The implementation was written so as to conform with Netscapes SSL.
This library is free for commercial and non-commercial use as long as the following conditions are
satisfied. The following conditions apply to all code found in this distribution, be it the RC4,
RSA, lhash, DES, etc., code; not just the SSL code. The SSL documentation included with this
distribution is covered by the same copyright terms except that the holder is Tim Hudson
(tjh@cryptsoft.com).

Copyright remains Eric Young's, and as such any Copyright notices in the code are not to be removed.
If this package is used in a product, Eric Young should be given attribution as the author of the
parts of the library used.
This can be in the form of a textual message at program startup or in documentation (online or
textual) provided with the package.

Redistribution and use in source and binary forms, with or without modification, are permitted
provided that the following conditions are met:
1. Redistributions of source code must retain the copyright notice, this list of conditions and the
   following disclaimer.
2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions
   and the following disclaimer in the documentation and/or other materials provided with the
distribution.
3. All advertising materials mentioning features or use of this software must display the following
   acknowledgement:
   "This product includes cryptographic software written by Eric Young (eay@cryptsoft.com)"
The word 'cryptographic' can be left out if the routines from the library being used are not
cryptographic related :-).
4. If you include any Windows specific code (or a derivative thereof) from the apps directory
   (application code) you must include an acknowledgement:
   "This product includes software written by Tim Hudson (tjh@cryptsoft.com)"

THIS SOFTWARE IS PROVIDED BY ERIC YOUNG "AS IS" AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING,
BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE
ARE DISCLAIMED. IN NO EVENT SHALL THE AUTHOR OR CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT,
INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT
OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER
CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING
NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE
POSSIBILITY OF SUCH DAMAGE.

The licence and distribution terms for any publically available version or derivative of this code
cannot be changed. i.e. this code cannot simply be copied and put under another distribution
licence (including the GNU Public Licence.)
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1. Overview

The demo program **ID ISOStart 2012** has been developed to familiarize you with the functionality of the OBID i-scan® readers.

Using this software you can:

- Test communication with HF and UHF transponders.
- Read out and modify the configuration of OBID i-scan® readers.
- Communication with Function Units like Multiplexer or Dynamic Antenna Tuner
- Activate a Firmware Upgrade

With each action the transmission protocols between PC and Reader are displayed on the screen. This transparency guides you to the software interface of the OBID i-scan® readers. The respective system manuals should be referred for interpreting the protocols and for studying the reader properties.

Unique features of **ID ISOStart 2012**: 

- Reader Editor for editing the OBID i-scan® reader parameters. You can open any number of reader files and “link” them with various interface types.
- Protocol Editor for manual protocol entry and editing.
- Protocol Window for visualizing the communication.
- Test of the automatic reader modes like: Buffered Read Mode, Scan Mode, Notification Mode.

This manual gives you a brief introduction into the program **ID ISOStart 2012**. Some special features and assistance’s in the program operation can be accessed using context menus which you open using the right mouse button. If you have any questions concerning this program, FEIG ELECTRONIC GmbH will be happy to provide you with additional information.
2. What’s new!

- Support for new Reader LR1002
- Modifications for Reader ID ISC.MRU102 concerning the QuickStartWizard and the Configuration
- Many little improvements
3. Installation

System Requirements

- Personal computer IBM PC Pentium III 1000 MHz or faster recommended
- Windows XP® (32Bit) or Vista (32/64Bit) with 256MB RAM or Windows® 7 (32/64Bit)
- Hard disk with minimum free 50MB memory space
- Windows® compatible mouse
- Windows® -compatible Super VGA graphics card (800x600). (1024x768 recommended)

ID ISOStart 2012 can only be installed on a computer using the supplied setup program.

Start the installation program SETUP.EXE and follow the instructions.

Note:

- The setup program does not update an earlier version of ID ISOStart. The new ISOSStart can be installed parallel to older versions.

- Under, Windows® XP, Windows® Vista and Windows 7 the corresponding administrator rights are required. Check with your network administrator if needed.
4. First steps

4.1. Supported OBID i-scan Reader

ID ISOStart 2012 supports the following Reader types:

![Select a Reader Type](image)

- **HF-Reader**
  - Short-Range
    - ID ISCM02
    - ID ISCM02 M3
  - Proximity-Range
    - ID ISCPRH101
    - ID ISCPRH101 U
    - ID ISCPRH102
    - ID ISCMR200
    - ID ISCMR101
    - ID ISCMR102
    - ID ISCMR101 U

- **Long-Range**
  - ID ISCLR200
  - ID ISCLR2000
  - ID ISCLR2500 B
  - ID ISCLR2500 A
  - ID ISCLR1002

- **UHF-Reader**
  - Short-Range
    - ID ISCMU02
  - Proximity-Range
    - ID ISCMRU102
    - ID ISCMRU200
  - Long-Range
    - ID ISCLRU1000
    - ID ISCLRU2000
    - ID ISCLRU3000

- **HF/UHF Dual-Frequency Reader**
  - Proximity-Range
    - ID ISC. FRHD 102
4.2. Connecting an OBID i-scan® Reader using the Quick Start Wizard

After successfully installing of ID ISOStart 2012 and before starting the program you can immediately connect an OBID i-scan® reader to serial port COM1, USB or the LAN/WLAN interface on your PC. The Quick Start Wizard will lead you for a fast configuration of the reader.

**Step 1:** Start the demo program ID ISOStart 2012. In the default configuration of the program, the “Quick Start Wizard” starts automatically, which helps you in detecting the reader and configuring the reader. Choose the used interface type and click on the “Detect” button.

If the connected and activated reader is not in the list, check the interface settings (see 6. Handling communications problems).

If the connected reader is detected successfully you can use the “Quick Start Wizard” by a click on the button: and follow the instructions on the next pages.

**Note:**
The Quick Start Wizard will change the existing reader configuration.

If you wants to keep the existing reader configuration unchanged please click on the button:  

Now the existing reader configuration will be read without any modification.

---

1 COM1 is preset. All other serial ports are initially not in the search list. To change this, open the “Program Options” dialog in the Options menu and select your preferred serial port (5.2. Program Settings).
Step 2: Advice Message

Welcome to the Quick Start Wizard

This Wizard helps you to setup a basic Reader configuration.

You can:
- select Transponder types
- setup a basic RF configuration
- select a working mode

NOTE: the complete Reader configuration will be changed.

Step 2: Choose the transponder driver.

NXP I-CODE1

ISO 15693

I-CODE EPC

I-CODE UID

Microsoft I/CORP (must be released first)
In Step 3: you can choose the desired reader mode.

**Quick Start Wizard - Step 3: Select a proper Reader-Mode**

- **Host Mode**: Application is host-controlled. Commands have to be send step by step from the host, neither automated multiplexing nor triggering.
- **Buffered Read Mode**: Automated Reader Mode. Multiplexer and Trigger Feature. Buffering of read data. Datasets have to be fetched and deleted by host.
- **Notification Mode**: Automated Reader Mode. Multiplexer and Trigger Feature. Buffering of read data. Automatic sending to defined destination and deletion of stored Datasets. Communication only via TCP/IP.
- **Scan Mode**: Automated Reader Mode. Multiplexer and Trigger Feature. Read data is send without buffering to host immediately. Communication only via RS232 or RS485/422 (only available after detection of Reader over Serial Port).

Click on **Next**.

**Step 4**: gives an overview of the reader details.

**Quick Start Wizard - Step 4: Verification Results**

- **Reader Name**: ID ISCLR20002
- **Device ID**: 988E5FB01 (245739921)
- **Software Version RFC**: 01.00.00
- **Software Version ADD**: 02.02.00
- **Software Version FFP**: 02.00.07
- **Transporter Types**: ISO 16293
- **Reader Mode**: HostMode
- **Connected Antennae**: 1

Click on **Apply** for confirmation. The wizard configures the reader and the verification results will be shown:
Click on "Finish".
5. Program description

5.1. Overview

This graphic illustrates the data-oriented structure of the program.

Each data type has a special visual editor which can be used to edit the data or protocols, save them and send them to the OBID i-scan® Readers or transponders.

The protocols transported over the interfaces are displayed in the protocol window.

The demo program does not use error messages in separate notification windows if the communication was defective or if the OBID i-scan® Reader signals an error status in the reply protocol. All outputs are sent to the Protocol Window along with a comment. To interpret the reply protocols, please refer to the system manuals for the respective Reader families.

The ID FECOM, ID FEUSB, ID FETCP and ID FEISC components are special DLLs (Dynamic Link Library) for communicating with OBID i-scan® products and are available together in a Software Development Kit (SDK) for supporting your own program developments.
### 5.2. Program Settings

The program can be adapted by settings in the menu **Options/Program**.

- **Automatic search for readers after program start**
  
  This option enables the automatic search for readers after program start. The search for readers is limited to serial ports in the list below and to USB devices. It can be chosen between the “Quick Start Wizard” (for beginners) and the “Simple Detect Wizard” as known from the older ISOStart versions.

- **Scan over following serial ports**
  
  The COM-Ports can be enabled / disabled for the automatic search for the reader.

- **Filter Level for configuration view**
  
  It can be selected between “Normal”, “Expert” and “No Filter”.

<table>
<thead>
<tr>
<th>Level</th>
<th>Description</th>
<th>User</th>
</tr>
</thead>
<tbody>
<tr>
<td>Normal</td>
<td>limited view of the most important parameters</td>
<td>Beginners</td>
</tr>
<tr>
<td>Expert</td>
<td>additional parameters for experts are shown</td>
<td>Experienced user</td>
</tr>
<tr>
<td>No Filter</td>
<td>all reader parameters will be shown</td>
<td>Professional user</td>
</tr>
</tbody>
</table>
• **Show hexBar in reader configuration**  
  This option displays the hex edit bar in the configuration pages if the “physical view” is used.

```
00 00 08 01 00 00 00 C8 00 00 00 84 E0
```

• **Settings for Host-Mode**  
  The maximal number of Tags per Inventory can be adjusted. The maximal memory size of Transponders can be customized. Support for Custom commands must be enabled before use with the dialog below.

![Manufacturer Support for proprietary Tag Commands](Image)

• **Work Directory**  
  Location were the last reader configuration xml-file was stored

• **Database Directory**  
  Location were the different Feig reader definition files are stored. Should not be changed.
5.3. Communication Ports

5.3.1. Settings for physical Serial Port and virtual COM Ports (Bluetooth / USB Converter)

The ID ISOSTart 2012 supports up to four simultaneously opened serial ports which can be assigned to any editor. Each port can also use a RS232/485-converter to operate a data bus to which in turn multiple OBID i-scan® Readers can be connected. This makes it possible in principle to have a larger number of Reader Editors active at the same time and for each to be connected to a port.

These serial ports are administered using the COM-Port dialog box. Open this dialog box by clicking on the COM-Port button in the toolbar or by using the Options / COM-Port menu.

Use this dialog box to open or close a port or to change its configuration. In addition the two left list fields give you an overview of which ports are already open and which files or editors are using a port.

If you want to close a port which is still being used by files or editors, you will be shown a message and the affected editors goes offline.

Open ports are automatically closed when the program is quit and automatically opened again with the same parameters after restarting the program.

1 Changing the data direction is not handled by the ID ISOSTart program. The RS232/485 converter must be able to make this switch itself.
Note:

- Serial ports are unique system resources which can be assigned only once by the operating system. If a port cannot be opened, first make sure that this port is not being used by another program.

- By the use of an RS232/TTL converter on a Notebook it is partly necessary to activate RTS- and DTR-signal to support the converter with sufficient power.

**Block Timeout (Timeout):**

Maximum wait time for the receive protocol. If this time is too short, the status message “Receive Timeout” (-1030) appears. This value depends on various other settings and states, e.g.:

- The number of transponders located in the antenna field.
- Which transponder types are being used and the number of active transponder drivers.
- The Block Timeout should be greater than the “AirInterface.TimeLimit” (ex. TR Response-Time) (see system manual for the Reader)

**TxTimeControl**

If set (1), output of the next send protocol is delayed until at least TxDelayTime (ms) after the last receive protocol has elapsed.
If not set (0), the send protocol is always output as soon as possible, which however can result in a Receive-Timeout (-1030).

**TxDelayTime**

Minimum time between the last receive and the next send protocol. Only applicable if TxTimeControl=1
5.3.2. Settings for USB

The **ID ISOStart 2012** supports simultaneously opened USB devices which can be assigned to any editor.

**Block Timeout (Timeout):**

Maximum wait time for the receive protocol. If this time is too short, the status message “Receive Timeout” (-1130) appears. This value depends on various other settings and states, e.g.:

- The number of transponders located in the antenna field.
- Which transponder types are being used and the number of active transponder drivers.
- The Block Timeout should be greater than the “AirInterface.TimeLimit” (TR-RESPONSE-TIME) (see system manual for the Reader)

5.3.3. Settings for TCP/IP

The **ID ISOStart 2012** supports simultaneously opened socket connections which can be assigned to any editor.

**Block Timeout (Timeout):**

Maximum wait time for the receive protocol. If this time is too short, the status message “Receive Timeout” (-1230) appears. This value depends on various other settings and states, e.g.:

- The number of transponders located in the antenna field.
- Which transponder types are being used and the number of active transponder drivers.
- The Block Timeout should be greater than the “AirInterface.TimeLimit” (TR-RESPONSE-TIME) (see system manual for the Reader)
5.4. The Reader Editor

The Reader Editor is divided into the four split boxes shown above:

- **Navigation bar**  For selecting a function group
- **Structure window**  For sub-dividing the protocols and configurations
- **Data window**  For displaying and/or editing Reader and transponder data
- **Control window**  For activating communication

The function of the parameters in the entry windows can be found in the respective system manuals for the OBID i-scan® Reader family.

After creating a new Reader file, a serial or USB port is assigned to it which is visible in the control window. If multiple serial ports are open at the same time, you can use the list box **COM** in the control window to switch the port at any time. If a “-” character is visible in **COM**, there is no connection to a Reader and no protocols can be exchanged.

The current bus address of the Reader is set in the text field **BusAdr** in the control window (above **COM**). If this address is unknown, you can use the value **255**. This addresses each Reader, independent which bus address is currently used with the reader.
If an USB-Reader is used, they will be detected automatically and the DeviceID will be shown in the Communication Port window. If there are several readers of the same type detected, each DeviceID will be shown in the list and can be selected. Different reader types will be shown in separate Reader Editors windows.

If a reader is connected via an Ethernet adapter than you can enter the IP-Address and the Port number in the Communication Port window. The used IP-Address and the Port should be released by the system administrator.
5.4.1. Commands

The **Commands** window contains all the Reader protocols associated with the Reader and the **ISO Host Commands** for communication with transponders in ISO Host Mode.

The protocol will be sent to the Reader by selecting a protocol and then pressing the **Send** button.

With some protocols, parameters can be entered in the data window and sent along to the Reader.

Detailed protocol descriptions can be found in the system manual for the respective Reader.
5.4.1.1. **Reading the serial number (UID) of a transponder.**

Before each data exchange with the transponder, a Reader file must first be opened and the ISO Host Command [0x01] **Inventory** (Read Serial Number) must be executed. The report with the collected serial numbers (UID) of the transponders is shown below.

![ISO Host Protocol - Report](image)

After this, any other action (e.g., reading and writing data blocks) can be performed with the transponder. See following section.
5.4.1.2. Reading/Writing transponder data

After selecting the ISO Host Command [0x23] Read Multiple Blocks ([0x24] Write Multiple Blocks) you can make the necessary settings:

- **Addressed Mode**: the selection of the address mode depends on the transponder type
- **UID**: in addressed mode the UID must be selected
- In addressed mode with UIDs other than 8 bytes, the **Length** field must contain the number of bytes and the **Length Flag** must be enabled
- The flag **Extended Address Mode** is reserved for UHF transponder
- The flag **Security Status** is reserved for HF transponder
- The **Bank** is reserved for UHF transponder and HF GEN2 transponder
- **Address** and **No. of Blocks** specifies the range and number of transponder data
- The **Blocksize** is read with the command [0x23] Read Multiple Blocks from the transponder, but for [0x24] Write Multiple Blocks, the Blocksize must be set
- The **Access Password** is reserved for UHF transponder
5.4.2. Configuration

5.4.2.1. Physical view and the logical view

The ISOStart can show the configuration area in two different modes.

<table>
<thead>
<tr>
<th>Physical View</th>
<th>Logical View</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>ID ISC.LR2000 - Configuration</strong></td>
<td><strong>ID ISC.LR2000 - Configuration</strong></td>
</tr>
<tr>
<td>Complete Configuration</td>
<td>Complete Configuration</td>
</tr>
<tr>
<td>Configuration 0/3</td>
<td>Access Protection</td>
</tr>
<tr>
<td>- CFG1: Interface and Mode</td>
<td>- Serial</td>
</tr>
<tr>
<td>- CFG2: Input/Output</td>
<td>- LAN</td>
</tr>
<tr>
<td>- CFG3: IP-Interface</td>
<td>- Keepalive</td>
</tr>
<tr>
<td>- CFG4: Transponder Parameters</td>
<td>- Localhost</td>
</tr>
<tr>
<td>- CFG5: Antialias</td>
<td>- IPv4</td>
</tr>
<tr>
<td>- CFG6: Reserved</td>
<td>- EAN</td>
</tr>
<tr>
<td>- CFG7: Reserved</td>
<td>- Security</td>
</tr>
<tr>
<td>- CFG8: Input/Output 0</td>
<td>- Miscellaneous</td>
</tr>
<tr>
<td>- CFG9: Input/Output 1</td>
<td>Programming Mode</td>
</tr>
<tr>
<td>- CFG10: Trigger</td>
<td>- Bootloader</td>
</tr>
<tr>
<td>- CFG11: Read Mode - Read Data</td>
<td>- Datatool</td>
</tr>
<tr>
<td>- CFG12: Read Mode - Filter</td>
<td>- Datatool</td>
</tr>
<tr>
<td>- CFG13: Scan Mode</td>
<td>- Trigger</td>
</tr>
<tr>
<td>- CFG14: Reserved</td>
<td>- EAS</td>
</tr>
<tr>
<td>- CFG15: Antenna Multiplexing I</td>
<td>- NonCritical</td>
</tr>
<tr>
<td><strong>Configuration 16.29</strong></td>
<td>- Datatool</td>
</tr>
<tr>
<td>- CFG16: Residency Reset</td>
<td>- Critical</td>
</tr>
<tr>
<td>- CFG17: Antenna Multiplexing II</td>
<td>- EAS</td>
</tr>
<tr>
<td>- CFG18: Reader Synchronization</td>
<td>- Misc (Miscellaneous)</td>
</tr>
<tr>
<td>- CFG19: Reserved</td>
<td>- Antenna</td>
</tr>
<tr>
<td>- CFG20: RF-Parameter</td>
<td>- Multiplexer</td>
</tr>
<tr>
<td><strong>Configuration 21.29</strong></td>
<td>- Misc (Miscellaneous)</td>
</tr>
<tr>
<td>- CFG21: Reserved</td>
<td>- Misc (Miscellaneous)</td>
</tr>
<tr>
<td>- CFG22: Selection Mode - EPC and EPC, Part 1</td>
<td>- Misc (Miscellaneous)</td>
</tr>
<tr>
<td>- CFG23: Selection Mode - EPC and EPC, Part 2</td>
<td>- Misc (Miscellaneous)</td>
</tr>
<tr>
<td>- CFG24: Reserved</td>
<td>- Misc (Miscellaneous)</td>
</tr>
<tr>
<td>- CFG25: Reserved</td>
<td>- Misc (Miscellaneous)</td>
</tr>
<tr>
<td>- CFG26: Reserved</td>
<td>- Misc (Miscellaneous)</td>
</tr>
<tr>
<td>- CFG27: Reserved</td>
<td>- Misc (Miscellaneous)</td>
</tr>
<tr>
<td>- CFG28: Reserved</td>
<td>- Misc (Miscellaneous)</td>
</tr>
<tr>
<td>- CFG29: Reserved</td>
<td>- Misc (Miscellaneous)</td>
</tr>
<tr>
<td>- CFG30: Reserved</td>
<td>- Misc (Miscellaneous)</td>
</tr>
<tr>
<td>- CFG31: LAN Settings - Part 1</td>
<td>- Misc (Miscellaneous)</td>
</tr>
<tr>
<td>- CFG32: LAN Settings - Part 2</td>
<td>- Misc (Miscellaneous)</td>
</tr>
<tr>
<td>- CFG33: WLAN Settings - Part 1</td>
<td>- Misc (Miscellaneous)</td>
</tr>
<tr>
<td>- CFG34: WLAN Settings - Part 2</td>
<td>- Misc (Miscellaneous)</td>
</tr>
<tr>
<td>- CFG35: WLAN Security Settings - Part 1</td>
<td>- Misc (Miscellaneous)</td>
</tr>
<tr>
<td>- CFG36: WLAN Security Settings - Part 2</td>
<td>- Misc (Miscellaneous)</td>
</tr>
<tr>
<td>- CFG37: Notification Channel</td>
<td>- Misc (Miscellaneous)</td>
</tr>
</tbody>
</table>

The configuration parameters are sorted according to the physical memory location and addressing as shown in older ISOStart versions.

The configuration parameters are arranged according to logical grouping of parameter.

The view mode can be changed any time:
Go to “View” -> “Configuration Presentation” and choose “Logical View” or “Physical View”:

![Image of menu options with Logical View and Physical View selected]
5.4.2.2. Changing of configuration settings

The Configuration window is used to read out, modify and write back the current Reader configuration.

A control element for selecting the memory type of the Reader is included in the control window for Configuration. Depending on the text in the list box (RAM or EEPROM), the corresponding parameter data are affected in the Reader. This selection also exchanges the configuration data in the current data window. A mixing of RAM and EEPROM data is thus precluded.

**Note:**
As a rule the entire configuration of the Reader should be read out first, then modified and then written back! ISOStart prevents writing of configuration data if the configuration is previously not read.

Press the Read button to read out the selected configuration page of the reader. To read the complete reader configuration, select the first item (e.g. Complete Configuration) in the structure window.

Use the Apply button to write modified parameters to EEPROM or RAM. When writing to the EEPROM, the program automatically performs a [0x63] CPU-Reset to apply the change to RAM as well.

The Reset button is used to restore the entire configuration to the default values (factory setting). Information on the individual parameters can be found in the system manual for the respective Reader.

Depending on the selected reader operating mode, the not used parameters can’t be modified in the “logical view” of the configuration, they are shown in gray letters.
5.4.2.3. How to store and load a complete reader configuration into a xml-file

After reading and/or changing the reader configuration in ISOSTart it is possible to store the complete reader configuration into a xml-file.

Storing a configuration into a xml-file:

1. Select „File – Save As...“

2. Choose a location and a file name and click on store:
Loading a configuration xml-file into the ISOStart and store it into the reader:

1. Select „File – Open...“

2. Choose the configuration file you wants to load into the ISOStart

3. The configuration is now visible in ISOStart

4. To store the new configuration into the reader the „Write“ command can be used.

4.1 Select the „Complete Configuration“ folder and click on „Apply“ into the EEPROM.

Now the complete reader configuration is stored into the reader.
5.4.2.4. Load Reader Profile

With this special feature it is possible to load a reader configuration file with only a selection of one or more specific parameters. All not enabled parameters will be retained and untouched after loading the profile into the reader. So it is possible for example to change the HF parameter only and leave the LAN and WLAN settings as it has been already configured by the customer. A “Reader Profile” can be generated by Feig Electronic GmbH only.

How loading a profile into the reader:

With the help of ISOStart and the “Load Profile Wizard” it is possible to load a new configuration profile into the reader.

Please follow the instruction step by step:

Go to “File” – “Load Reader Profile”.

Step1: Click on the “Next”-button.
Step 2: Choose the connected reader type.

Step 3: Select the new reader configuration profile (xml-file).

Step 4: Detect the connected reader.
Step 5: Click on “Start Profiling” and wait until the “Ready” message appears.

Now the configuration has been finished and the reader can be tested with new configuration.
5.4.3. Host Commands

If the Reader is configured to work in ISO Host Mode, you can use the **Host Commands** button to open a corresponding window for communicating with transponders.

With the **Start** button, Inventory commands are executed continuously and the response is displayed in the list window. After stop of Inventory the **Edit** button opens a modal dialog window (always on top) with edit boxes for all Host Commands.
5.4.4. Buffered Read Mode

If the Reader is configured to work in Buffered Read Mode, you can use the **Buffered Read Mode** button to open a corresponding window for reading out data stored in the Buffer.

**Recommended sequence:**

The command **[0x33] Initialize** clears and initializes the readers internal buffer.

With the “Start” button the command **[0x21] Read** or **[0x22] Read** executes the read of the saved transponder data. You can define the number of **Data-Sets** to read using the edit box. The actual number of data sets in the response protocol depends on the amount of data per data set. A maximum of 255 bytes with standard protocol length can be sent with a read command.

After read out of data sets, the acknowledge command **[0x32] Clear** deletes the transferred data records in the readers internal buffer. Otherwise, the same records are transferred again.

The **Read** and **Clear** command will be now automatically executed after clicking the Start button.

Information about the current status of the buffer (number of saved data sets) can be obtained using the **[0x31] Buffer Info** command.

---

1 The maximum number of bytes with advanced protocol length depends on the reader hardware and can be 4096 or 65535 bytes.
5.4.5. Notification Mode

If the Reader is configured to work in Notification Mode, you can use the Notification Mode button to open a corresponding window for receiving and displaying notifications. The Notification Mode is an extended mode of the Buffered Read Mode. Thus, the structure of the notified data is the same.

Recommended sequence:

The command [0x33] Initialize clears and initializes the readers internal buffer.

The Apply button starts the receive process and incoming notifications are displayed in the text window. The Port Number must be the same as configured in the readers configuration.

If configured in the reader, the acknowledge of the notification must be enabled. Otherwise, the reader notifies always the same data.

Information about the current status of the buffer (number of saved data sets) can be obtained using the [0x31] Buffer Info command.
5.4.6. Scanner Mode

If the Reader is configured to work in Scan-Mode, you can use the **Scanner Mode** button to open a corresponding window for displaying the transponder data sent by the Reader.

### ID ISC_LR2000 - Scanner Mode

<table>
<thead>
<tr>
<th>ID</th>
<th>Time</th>
<th>Data</th>
</tr>
</thead>
<tbody>
<tr>
<td>-1</td>
<td>02/26/09</td>
<td>11:32:03, E0070001874D01A, 00000100, 01, GDE234E, 140901300</td>
</tr>
<tr>
<td>-2</td>
<td>02/26/09</td>
<td>11:32:03, E0070001874D01B, 00000100, 01, GDE234E, 140901300</td>
</tr>
<tr>
<td>-3</td>
<td>02/26/09</td>
<td>11:32:03, E0070001874D01C, 00000100, 01, GDE234E, 140901300</td>
</tr>
<tr>
<td>-4</td>
<td>02/26/09</td>
<td>11:32:03, E0070001874D01D, 00000100, 01, GDE234E, 140901300</td>
</tr>
<tr>
<td>-5</td>
<td>02/26/09</td>
<td>11:32:03, E0070001874D01E, 00000100, 01, GDE234E, 140901300</td>
</tr>
<tr>
<td>-6</td>
<td>02/26/09</td>
<td>11:32:03, E0070001874D01F, 00000100, 01, GDE234E, 140901300</td>
</tr>
<tr>
<td>-7</td>
<td>02/26/09</td>
<td>11:32:03, E0070001874D020, 00000100, 01, GDE234E, 140901300</td>
</tr>
<tr>
<td>-8</td>
<td>02/26/09</td>
<td>11:32:03, E0070001874D021, 00000100, 01, GDE234E, 140901300</td>
</tr>
<tr>
<td>-9</td>
<td>02/26/09</td>
<td>11:32:03, E0070001874D022, 00000100, 01, GDE234E, 140901300</td>
</tr>
<tr>
<td>-10</td>
<td>02/26/09</td>
<td>11:32:03, 00000100, 01, GDE234E, 140901300</td>
</tr>
</tbody>
</table>

**Format:**
- **ASCI**
- **Line Numbers**
- **Barcode Info**

**Output Window:**
- **Clear Screen**
- **Show Data**

**Com Port:**
- **USB Port:**
- **COM Port:**

**Serial Port**
- **Adv. Protocol**

**To receive Scan Mode data,** the communication port type **Serial Port** must be selected. All other port types are not supported.

The **display format** must be set to the format setting of the reader. In addition, you can add in front of each data record a line number and Date and Time.

For long runs, the display of the data should be disabled. **Show Data** controls the data output. Otherwise, the performance will decrease and/or the memory of the PC can run out.

Activating the **write in file** function allows the scanned data to be saved to a file. The filename is built with the prefix Scan followed by the date, e.g., Scan060317.txt.

**Note:**
USB Readers working in Scanner Mode sends data to the HID Kernel driver of the PC and acts like a keyboard. The data can be displayed in this gray window after positioning the cursor in this window. The data can also be visualized within any other Windows application where the cursor is positioned.
5.4.7. EPCglobal

If the Reader is configured to work in Host-Mode, you can use the **EPCglobal** button to open a corresponding window for working with EPC (UHF) transponder class1 GEN2 or 18000-6-B/C.

For working with one EPC transponder, the item **EPC Class 1 Test – One Tag** must be selected. The dialog window allows the **Write**, **Lock** and **Kill** of an UHF-EPC transponder. For HF-EPC transponders, only the **Write** button is accessible.

These functions should be used with care because of the risk of irreversible damage of the EPC transponder. More information about the access and kill password and the lock data can be found in the EPCglobal specification **EPCglobal Class-1 Generation-2 UHF RFID Protocol V1.0.9.pdf** ready for download from the EPCglobal homepage [www.epcglobalinc.org](http://www.epcglobalinc.org).
5.4.8. Test and Measurement

The Test and Measurement group collects some helpful functions.

ISO Inventory:

This test function can be used for continuously executing the Host Protocol [0xB0][0x01] Inventory. This presumes the Reader is configured to work in Host Mode.

<table>
<thead>
<tr>
<th>No.</th>
<th>Tag Type</th>
<th>Serial Number</th>
<th>EPCID (ID)</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107910000</td>
<td>00</td>
</tr>
<tr>
<td>2</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107910100</td>
<td>00</td>
</tr>
<tr>
<td>3</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107910200</td>
<td>00</td>
</tr>
<tr>
<td>4</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107910300</td>
<td>00</td>
</tr>
<tr>
<td>5</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107910400</td>
<td>00</td>
</tr>
<tr>
<td>6</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107910500</td>
<td>00</td>
</tr>
<tr>
<td>7</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107910600</td>
<td>00</td>
</tr>
<tr>
<td>8</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107910700</td>
<td>00</td>
</tr>
<tr>
<td>9</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107910800</td>
<td>00</td>
</tr>
<tr>
<td>10</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107910900</td>
<td>00</td>
</tr>
<tr>
<td>11</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107910A00</td>
<td>00</td>
</tr>
<tr>
<td>12</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107910B00</td>
<td>00</td>
</tr>
<tr>
<td>13</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107910C00</td>
<td>00</td>
</tr>
<tr>
<td>14</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107910D00</td>
<td>00</td>
</tr>
<tr>
<td>15</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107910E00</td>
<td>00</td>
</tr>
<tr>
<td>16</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107910F00</td>
<td>00</td>
</tr>
<tr>
<td>17</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107911000</td>
<td>00</td>
</tr>
<tr>
<td>18</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107911100</td>
<td>00</td>
</tr>
<tr>
<td>19</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107911200</td>
<td>00</td>
</tr>
<tr>
<td>20</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107911300</td>
<td>00</td>
</tr>
<tr>
<td>21</td>
<td>ISO15693 - Texas Instruments</td>
<td>0000000107911400</td>
<td>00</td>
</tr>
</tbody>
</table>

Select the function ISO Inventory in the Test folder and press the Start button.

All transponders located in the antenna field are displayed in the list window with serial number and transponder type. The Stop button stops the ISO Inventory execution. The Halt button sets the Inventory process into a wait status to execute single steps with the Step button. The Continue button finishes the wait status and continues the Inventory process.

The Reset button clears the display window.

To send the individual protocols to the Reader with a delay, use the Delay slider to set the pause between protocols at up to 1000ms.
**Noise Level:**

The second Test and Measurement function Noise Level is available only for the HF Long Range Reader ID ISC.LR200 / LRM200 and ID ISC.LR2000 / LRM2000.

This function permits continuous measurement of the noise levels which are transmitted through the antennas. This allows time changes in the noise levels in the antenna surroundings to be graphically detected over a longer period of time.

The displayed voltage ranges for the maximum level can be freely defined. The Resolution slider can be used to vary the displayed time range on-the-fly into three ranges.

For the execution of this function the same control buttons are available as for the ISO Inventory function.

For additional information about noise level, refer to the manual for the corresponding antennas.

Activating the write in file function allows the noise level data to be saved to a file. The filename is built with the prefix NL followed by the date, e.g. NL060717.txt.
5.5. The Protocol Editor

The Protocol Editor is a helpful tool for checking the response of the OBID i-scan® Reader for faulty, new or unknown protocols. As in the case of the Reader Editor, a port type must be allocated to the Protocol Editor. This may in principle be the same port.

With the Protocol Editor one can collect any protocols and the scheduling of the protocol is arbitrary.

Use the **Start**, **New**, **Edit** and **Delete** buttons to transfer, create, modify and clear the entries.

With the **Record** button you can activate the record of any protocols sent by the Reader Editor. This presumes to have opened the Reader Editor first. The recorder can set the process state for each recorded protocol to **automatic with next Protocol** if this option is enabled. This is helpful for the automatic step-by-step scheduling of protocols.

The **Edit** button opens a dialog for the selected protocol item.
Every protocol item must have an individual item number. After changing this number the protocol item can be moved in the list with the context menu one step up or one step down to have a continual increasing order.

The edit box for the hex protocol accepts every chars, but all non-hex chars will be removed before the protocol is sent. This allows to use the space char as a separation char between every hex number.

The hex protocol must contain the complete protocol frame except the checksum, which is calculated and added internally if the option calculate checksum is set. Recorded and unmodified protocols have a valid protocol checksum and the option calculate must not be set.

To organize the scheduling the drop-down box Process lists a number of scheduling options.

The item manual disables a scheduling for this protocol item. All other options enables the scheduling for this protocol item.
5.6. The Protocol Window

The Protocol Window lists each protocol action. All error messages occurring in connection with protocol traffic are diverted to this window.

The Protocol Window is a normal editor and allows copying of text lines to the clipboard. Use the context menu with the right mouse button. In this way you can very easily copy protocols to the Protocol Editor and manipulate them.

For long runs of a test function or high performance tests, the Protocol Window should be disabled.
6. Handling communications problems

If you have communications problems with the OBID i-scan® Reader, please check the following points:

- Is the cable to the Reader properly connected?
- Is power to the Reader turned on?
- Is the correct port type assigned?
- In case of a serial connection, is an opened serial port allocated to the Reader file? Go to the Reader Editor and check the list box COM at lower right.
- In case of a serial connection, is the correct bus address set in the Reader Editor? Try address try the broadcast address 255.
- In case of a serial bus connection (RS485) with multiple Readers, each Reader must be set with its own bus address. Check these settings.
- In case of a serial connection, check the settings for the serial port in 5.3.1. Settings for physical Serial Port and virtual COM Ports (Bluetooth / USB Converter):
- In case of an Ethernet connection, does the IP address of the Reader match the subnet mask of the PC?

Test every change using the protocol [0x52] Baudrate Detection from the Reader Editor Commands group if a COM port is used.
7. Uninstalling ID ISOStart

To uninstall **ID ISOStart 2012** go to the Start menu → Settings → Control Panel → Add/Remove Programs. From the Install/Uninstall tab look for the entry **ID ISOStart 2012** and select it. Click on the Add/Remove button. In the next dialog box select **Remove** and confirm the prompt for uninstalling with “Yes”. Now all components of **ID ISOStart 2012** will be removed from your computer.